
Starting up a Cypress AMI  

The Cypress Certification tool provides an Amazon Machine Image (AMI) that should allow you to 

easily start up an instance of the Cypress application. An AMI is a virtual machine template that can 

be used to clone an instance of an Amazon Elastic Compute Cloud virtual machine. Amazon Virtual 

machines can be run for a low cost hourly fee (see: http://aws.amazon.com/ec2/pricing/). The 

following instructions will walk you through cloning your own instance and finalizing the instance 

of Cypress. 

EC2 Dashboard 

Begin by going to the Amazon EC2 console:  

https://console.aws.amazon.com/console/home  

Log into the EC2 console using an amazon account, or create a new account.  On the Main screen 

select the EC2 link under Amazon Web Services. 

 

https://console.aws.amazon.com/console/home


The EC2 Dashboard screen should then appear.  It provides the necessary functions for creating and 

managing your instance.  If you do not already have a Key Pair, it will be necessary for you to create 

one.  If you do have a Key Pair, skip ahead to the section “Create and Launch Instance”. 

Create Key Pair 

Click the “Key Pairs” link under the “Network & Security” section on the left side of the screen.      

 

The “Key Pairs” screen that appears is used to create a key pair consisting of public and private keys 

used for secure access to the service. Click the “Create Key Pair” button. 

 

Enter a name for the key pair in the resulting window and click the “Yes” button. 

 



You will then be prompted by your browser to save the key file generated by Amazon.  Save this file 

to a location you will easily remember as you will need it later. 

Return to the EC2 dashboard screen by clicking “EC2 Dashboard” on the left side of the screen. 

 

 

  



Create and Launch Instance 

Click the “Launch Instance” button on the EC2 dashboard screen.   

 

In the resulting “Choose an Amazon Machine Image” screen, click the “Community AMIs” category 

on the left side of the screen, and enter “cypress” in the search field to find the available Cypress 

images. Click the ‘Select” button next to the Cypress AMI you wish to use.  

 



 

The “Choose an Instance Type” screen should then appear.   Select the “All Instance Types” category 

on the left side of the screen, and select the “m1.medium” instance type in the table. Click the “Next: 

Configure Instance Details” button. 

 

 

The “Configuration Instance Details” screen should appear.  Verify that the default settings match 

the following illustration, and click the “Next: Add Storage” button. 

 



 

In the “Add Storage” screen, set the machine size to 20 GB, and click “Next: Tag Instance”. 

 

In the “Tag Instance” screen, enter a name for your Cypress instance in the “Value” field, and click 

“Next: Configure Security Group”. 

 

The “Configure Security Group” screen should then appear. 

  



On the “Configure Security Group” screen, enter a security group name and description in the fields 

provided.  There should already be a security rule in place for the SSH protocol.  Add another rule 

for the HTTP protocol.  Click the “Add Rule” button and select “HTTP” in the protocol drop-down 

list.  The default settings for “Type”, “Port Range”, and “Source” should be as shown below. 

 

Note:  When the source IP of a rule is specified as “Anywhere” (0.0.0.0/0), a warning will appear 

that recommends using known IP addresses.  The AMI will still work in this case, but you may wish 

to consult your network or IT security administrator to determine if it is necessary to use known IP 

addresses for your installation.   

Click “Review and Launch” to continue. 

  



The “Review Instance Launch” page provides a summary of the AMI details with a preview of all 

configuration settings that were made during the AMI instance creation process.  Review the 

settings under each category and make any corrections by selecting the corresponding “Edit…” link.  

When finished, click the “Launch” button to start the AMI. 

 

   

  



A dialog will appear for selecting the Key Pair (created earlier) to use with your AMI.   Choose the 

correct Key Pair in the bottom pull down list, and confirm that you have the private key file for the 

selected Key Pair by checking the acknowledgement checkbox.  If you do not have a Key Pair, you 

can still create one by selecting “Create a new key pair” in the top pull down list.  The “Launch 

Instances” button will become enabled when the dialog has been properly completed. 

 

The “Launch Status” screen will then appear indicating that the launch of your instance has been 

initiated.  The initialization of newly launched instances can take a few minutes.  Click the “View 

Instances” button to see the status of launched instances.   

 



Next Steps… 

Some final configuration of the Cypress AMI is required before use.  This involves updating the 

measures and value sets of your instance and upgrading your version of Cypress.  In order to access 

measures and value set data, a National Library of Medicine (NLM) account is needed which can be 

requested here:  https://uts.nlm.nih.gov/license.html.     

Once your NLM account is ready, updating the measures and value sets is done via command line 

instructions on a SSH connection with the AMI.  A popup window containing information on how to 

connect via SSH with your instance can be displayed by selecting your instance in the list of running 

instances, and clicking the “Connect” button.   

Instructions for connecting from Windows with the putty SSH client are available at: 

http://docs.aws.amazon.com/AWSEC2/latest/UserGuide/putty.html 

 

 

https://uts.nlm.nih.gov/license.html
http://docs.aws.amazon.com/AWSEC2/latest/UserGuide/putty.html


Once you have established a SSH connection with your AMI, follow these instructions to update the 

value sets and measures.  Use the procedure that is specific to the version of Cypress you are 

installing. Regardless of which version is being installed, the value sets and the measures must be 

downloaded before using Cypress.  This may take several minutes.  

Cypress 2.0.0 or 2.0.1  

sudo ./install_cypress.sh --import --nlm_user <user> -- nlm_passwd <pass>  

Cypress 2.1.0  

For Cypress 2.1.0 AMI installs please run the following commands once you log into the system, 

substituting your NLM username and password where relevant.  

sudo su - cypress  

cd /home/cypress/cypress  

wget --user=username --password=password  

http://demo.projectcypress.org/bundles/bundle- latest.zip source 

/usr/local/rvm/scripts/rvm bundle exec rake bundle:import[./bundlelatest. 

zip,false,true] RAILS_ENV=production  

Cypress 2.2., Cypress 2.3.* and Cypress 2.4.*  

For Cypress 2.2.0, Cypress 2.3.* and Cypress 2.4.* AMI installations, please run the following 

commands once you log into the system. You will be prompted for your NLM Username and 

Password to download the value sets and measures.  

sudo su - cypress  

cd /home/cypress/cypress  

bundle exec rake cypress:bundle_download_and_install RAILS_ENV=production  

Cypress 2.4.0 Upgrade to v2.4.1 

For Cypress 2.4.0 users, the additional step of upgrading to Cypress v2.4.1 is recommended.  These 
steps are performed over the same SSH connection established above.  At some points in this 
process, the system may prompt you for the password for the machine instance connection  This is 
NOT the NLM password.  If you connected using the hostname “ubuntu@<public-DNS-of-instance>  
as directed above, the password is “CypressPwd”. 

sudo su - cypress  

cd /home/cypress/cypress  

rm –r tmp/cache/* 

git fetch origin 

git checkout –b 2.4.1 v2.4.1 



bundle install 

bundle update health-data-standards 

sudo service apache2 restart 

sudo stop delayed_worker 

sudo start delayed_worker 

-------------------- 

Once  the  bundle  installation  is  complete,  you  can  open  up  the  Cypress  application  in  a  web  

browser.  The  hostname  is  the  same  hostname  you  used  to connect with  SSH, but without  the  

username  prefix  “ubuntu@”.  The  URL  will  be  similar  to  the  following.   

http://ec2--‐xx--‐xxx--‐xxx--‐xxx.compute--‐1.amazonaws.com/  

Alternatively, you can use the public IP address for your instance in the URL instead of the 

hostname.  This is displayed in the instances table accessed from the EC2 dashboard. 

Once  the  Cypress  application  login  screen  comes  up  select  the  “Create  new  account”  link,  

create  a  new  account,  and  then  log  in.   


